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the author and a keyboard and a pointing device such as a
mouse or a trackball by which the author may provide input
to the computer.

[0101] The features may be implemented in a computer
system that includes a back-end component, such as a data
server or that includes a middleware component, such as an
application server or an Internet server, or that includes a
front-end component, such as a client computer having a
graphical user interface or an Internet browser, or any
combination of them. The components of the system may be
connected by any form or medium of digital data commu-
nication such as a communication network. Examples of
communication networks include a LAN, a WAN and the
computers and networks forming the Internet.

[0102] The computer system may include clients and
servers. A client and server are generally remote from each
other and typically interact through a network. The relation-
ship of client and server arises by virtue of computer
programs running on the respective computers and having a
client-server relationship to each other.

[0103] One or more features or steps of the disclosed
embodiments may be implemented using an Application
Programming Interface (API). An APl may define on or
more parameters that are passed between a calling applica-
tion and other software code (e.g., an operating system,
library routine, function) that provides a service, that pro-
vides data, or that performs an operation or a computation.
[0104] The API may be implemented as one or more calls
in program code that send or receive one or more parameters
through a parameter list or other structure based on a call
convention defined in an API specification document. A
parameter may be a constant, a key, a data structure, an
object, an object class, a variable, a data type, a pointer, an
array, a list, or another call. API calls and parameters may be
implemented in any programming language. The program-
ming language may define the vocabulary and calling con-
vention that a programmer will employ to access functions
supporting the API.

[0105] Insome implementations, an API call may report to
an application the capabilities of a device running the
application, such as input capability, output capability, pro-
cessing capability, power capability, communications capa-
bility, etc.

[0106] As described above, some aspects of the subject
matter of this specification include gathering and use of data
available from various sources to improve services a mobile
device can provide to a user. The present disclosure con-
templates that in some instances, this gathered data may
identify a particular location or an address based on device
usage. Such personal information data can include location-
based data, addresses, subscriber account identifiers, or
other identifying information.

[0107] The present disclosure further contemplates that
the entities responsible for the collection, analysis, disclo-
sure, transfer, storage, or other use of such personal infor-
mation data will comply with well-established privacy poli-
cies and/or privacy practices. In particular, such entities
should implement and consistently use privacy policies and
practices that are generally recognized as meeting or exceed-
ing industry or governmental requirements for maintaining
personal information data private and secure. For example,
personal information from users should be collected for
legitimate and reasonable uses of the entity and not shared
or sold outside of those legitimate uses. Further, such
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collection should occur only after receiving the informed
consent of the users. Additionally, such entities would take
any needed steps for safeguarding and securing access to
such personal information data and ensuring that others with
access to the personal information data adhere to their
privacy policies and procedures. Further, such entities can
subject themselves to evaluation by third parties to certify
their adherence to widely accepted privacy policies and
practices.

[0108] In the case of advertisement delivery services, the
present disclosure also contemplates embodiments in which
users selectively block the use of, or access to, personal
information data. That is, the present disclosure contem-
plates that hardware and/or software elements can be pro-
vided to prevent or block access to such personal informa-
tion data. For example, in the case of advertisement delivery
services, the present technology can be configured to allow
users to select to “opt in” or “opt out” of participation in the
collection of personal information data during registration
for services.

[0109] Therefore, although the present disclosure broadly
covers use of personal information data to implement one or
more various disclosed embodiments, the present disclosure
also contemplates that the various embodiments can also be
implemented without the need for accessing such personal
information data. That is, the various embodiments of the
present technology are not rendered inoperable due to the
lack of' all or a portion of such personal information data. For
example, content can be selected and delivered to users by
inferring preferences based on non-personal information
data or a bare minimum amount of personal information,
such as the content being requested by the device associated
with a user, other non-personal information available to the
content delivery services, or publically available informa-
tion.

[0110] A number of implementations have been described.
Nevertheless, it will be understood that various modifica-
tions may be made. Elements of one or more implementa-
tions may be combined, deleted, modified, or supplemented
to form further implementations. As yet another example,
the logic flows depicted in the figures do not require the
particular order shown, or sequential order, to achieve
desirable results. In addition, other steps may be provided,
or steps may be eliminated, from the described flows, and
other components may be added to, or removed from, the
described systems. Accordingly, other implementations are
within the scope of the following claims.

What is claimed is:
1-20. (canceled)
21. A method comprising:

receiving, by a broadcast device operating in a beacon
environment, streaming media from a network-based
content provider, the streaming media including a con-
tent portion and beacon information;

obtaining, by the broadcast device, the beacon informa-
tion from in the streaming media, the beacon informa-
tion including a beacon identifier identifying a radio
frequency beacon associated with the broadcast device,
wherein the beacon identifier, when received by the
network-based content provider from an electronic
device operating in the beacon environment, is used to
identify additional content to send to the electronic
device, wherein the additional content is identified via



